
SYSmark 2014 patch 2 v1.5.2.116 Release notes 

Date: 2019.09.18 

General Notes:  

• Supports Win7  (32/64 bit), Win 8 (32/64 bit), Win 8.1 (32/64bit) 
o Windows 10 support (32/64 bit)  

• Reference system:  
o HP ProDesk 600 G1 
o CPU: Intel Core i3-4130 @ 3.40 GHz 
o MB: HP OEM 
o Graphics: Intel HD 4400 
o OS: Win 8.1 build 9600 (64bit) 
o RAM: 4GB 
o Secondary Storage: Toshiba 500 GB 7200RPM Hard Drive 

• Included scenarios 
o Office Productivity 
o Media Creation 
o Data/Financial Analysis. 

Updates/Enhancements:  

• Windows 10 support (19H1) 
• SIW upgraded to version 2019 v9.3.0707 
• Windows 10 Tamper Protection is now being reported in the results PDF and XML 
• Windows 10 Defender Setting is now being reported in the results PDF and XML 
• The “Disable Windows Defender” System Configuration item has been restored in severity from 

“Optional” to “Recommended”.  By default this item is checked in the System Configuration 
module (matching RTM and patch 1 behavior). 

• If a benchmark run is started with the Tamper Protection Windows 10 feature enabled while 
and the Disable Windows Defender System Configuration item is checked on a dialog will appear 
asking the user if they still wish to proceed with the run.  This dialog will disappear in 30 seconds 
automatically and the run started if the user does nothing. 

Fixes:  

 

Known issues:  

• Conditioning run may not execute on runs following a failure 
o Workaround: Exit the benchmark GUI and relaunch 

• Some applications may expire 30 days after installation. 
o Reimage and reinstall SM2014. 

• Google Chrome may attempt to update if an Internet connection is detected 
o Workaround: Do not connect the test system to the Internet during SYSmark 2014 

installation or execution. 


